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Part I – Configure Azure Active Directory 

 

1. Create a new Azure Active Directory tenant 

2. Click App registrations > Register an application. 

 

 

3. Make a note of your Application (client) ID and Directory (tenant) ID values. If you have 

set up a client secret for the newly created client ID, please make a note of that also. 



 

 

4. In the Redirect URI field enter the callback path nShift will provide. The type should be 

web. 

  

5. Under Advanced settings fill in the Logout URL with the one provided by nShift. 



 

*Note: The URLs used in the image are samples only – please use the ones provided by nShift. 

 

6. Check the ID tokens checkbox 

 

7. Configure Permissions. Please ensure that you have properly configured the 

permissions for the nShift application in Entra. Add the following permissions: 

 

 

 



 

 

Close up of the permissions:  

 

 

Please be prepared to provide us with a test user with access to the newly created tenant/client 

for troubleshooting. The user can be deleted after the setup is done. 

 

Part II - Information provided by nShift 

 

The redirect URI to use when configuring AAD should be: 
https://account.nshiftportal.com/idp/federation/sample-name/signin 

*type should be web 

 

The logout URL to use when configuring AAD should be: 

https://account.nshiftportal.com/idp/federation/sample-name/signout 

 

https://account.nshiftportal.com/idp/federation/sample-name/signin
https://account.nshiftportal.com/idp/federation/sample-name/signout


Part III - Information required by nShift 

 

To configure our nShift IdentityProvider to allow access through your Azure AD portal we will 

require the TenantId, ClientId, ClientSecret( if provided) of the newly AAD registered 

application. 

 

*Important note: 

To use Azure AD as an authentication provider for nShift Portal, Azure AD will need to have the 

same usernames as the Portal user (usernames used to log in). 

 


