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The following document contains details for Single Sign-On configuration of 

nShift.IdentityServer with Okta Identity Provider, using OpenID Connect or OIDC. Okta is a 

customizable, secure, and drop-in solution that can be also used to add authentication and 

authorization services to your applications. 

 

Okta will be used as the centralizer for your user access to other applications. 

 

Requirements 

To configure you will require a user with administrator rights in Okta. To access nShift 

applications the users configured in Okta for the new application will need to have the same 

username configured in nShift. 

 

 

Step by Step Procedure 

From your Okta account access the Admin area and Applications menu.  

Step 1) Use Create App Integration. You will be required to setup a new oidc application as it 

follows 

 

 



 

 

For the following setup the URLs for Sign-in redirect and Sign-out redirect will be provided by 

nShift. 

 



 

 

Proceed to save the new application.  

 

 

 

 

 

 

 

 



You should be able to view and edit it afterwards 

Step 1) 

In the General tab: Client Id and Client Secret for the application will be autogenerated. Please 

note down this information as it will be shared with nShift. 

 

 

Step 2) 

Please make sure you have selected Authorization Code 

 

 

 



Step 3) 

The URLs for Sign-in redirect and Sign-out redirect will be provided by nShift. 

 

Step 4) Sign In method should be OpenID Connect 

 

 



 

Step 5) Catch-all Rule will be setup as in the image below. 

 

 

 

 

 

 

 



 

Step 6) Next you will be required to configure the okta users who will be able to access nShift 

thought the okta identity provider. 

Important Note: We keep as a standard that the okta configured user name( ex: from image 

aura@nshift.com) will also be the user name configured in nShift 

 

Please note that nShift also requires configuration for communicating with the Okta provider. 

After a successful configuration on the Okta as well as on nShift IdentityServer, accessing the 

nShift application will redirect you to the Okta login page. 
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